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Andrew Serwin is an internationally recognized thought leader regarding information’s evolving 
role in the economy and society, including how businesses can achieve key business objectives 
through the use of information, strategies companies must implement to protect and secure 
information, and what are appropriate uses of information.  He combines a deep understanding of 
privacy and security regulatory issues, with advanced certification in business process 
improvement, and a unique understanding of cyber-security through his service on the Naval 
Post Graduate School’s Center for Asymmetric Warfare Advisory Team.   
 
Mr. Serwin frequently provides insights to national media outlets on these topics and has been 
quoted over one hundred times by media outlets such as: NPR; Reuters; Bloomberg; USA 
Today; the Los Angeles Times; FOX News; the Washington Internet Daily; Security Magazine; 
CNET News.com; MarketWatch; TechWeb; the San Diego Union-Tribune; the Daily Transcript; 
the San Diego Business Journal; and the Cincinnati Enquirer.  He has also written some of the 
leading works on information and privacy, and he has been cited by: 
 

• The Alabama Law Review;  
• The Berkeley Technology Law Journal;  
• The California Law Review; 
• Hammond v. The Bank of New York Mellon Corp. 2010 WL 2643307, (S.D.N.Y., June 

25, 2010);  
• The Hastings Law Journal;  
• The Indiana Journal of Global Legal Studies;  
• The Iowa Law Review;  
• The John Marshall Journal of Computer & Information Law;  
• Joseph Oat Holdings, Inc. v. RCM Digesters, Inc., 2010 WL 5065037, (3rd Cir. 

December 13, 2010);  
• The Kansas Journal of Law and Public Policy;  
• Ostergren v. Cuccinelli, 615 F.3d 263 (4th Cir. 2010);  
• The Pepperdine Law Review;  
• The Rutgers Computer and Technology Law Journal;  
• St. John’s Law Review;  
• The Stanford Law Review;  
• The Villanova Law Review; and  
• The Widener Law Journal. 
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Publications: 
Books: 

• Information Security and Privacy: A Guide to Federal and State Law and Compliance, 
(West 2010, 2011), which has been called “the best privacy sourcebook," "an 
indispensible resource for privacy professionals at all levels," and "a book that 
everybody in the information privacy field should have on their desk,". 

• Information Security and Privacy: A Guide to International Law and Compliance, (West 
2010, 2011), named one of Thomson-Reuters’ Best Selling books for 2010. 

• Lead Author, Privacy, Security and Information Management: An Overview, ABA 
Business Law Section (2011). 

• Co-Author, Information security and risk management (ISRM), Complinet Complete: 
Practitioner’s Guide for Broker Dealers, (2011). 

• Lead Author, United States chapter, The European Lawyer Reference Series, Data 
Protection and Privacy, Jurisdictional Comparisons, (Thomson-Reuters 2011). 

• Co-Author, Chapter 19, The Consumer Legal Remedies Act, in California State Antitrust 
and Unfair Competition Law, (LexisNexis 2009). 

• Information Security and Privacy: A Practical Guide to Federal, State and International 
Law, (West 2006, 2007, 2008, 2009).   

• Internet Marketing Law Handbook, (West 2005, 2006, 2007, 2008, 2009, 2010, 2011). 
• West’s Corporate Counsel's Primer on International Privacy and Security (July 2007). 
• Co-Chair and principal author of the Privacy and Security Section of the ABA’s, Selling 

Products and Services and Licensing Software Online: An Interactive Guide With Legal 
Forms and Commentary to Privacy, Security and Consumer Law Issues, (June 2007). 

• Author of the advertising section of the ABA Model Web Site: A Knowledge Management 
Approach to E-Business model web site, published February 2005. 

 
Law Review Articles: 

• Privacy 3.0—The Principle of Proportionality, 42 U. Mich. J.L. Reform 869 (2009). 
• Poised on the Precipice:  A Critical Examination of Privacy Litigation, 25 Santa Clara 

Computer & High Tech. L.J. 883 (2009), cited by cited by Hammond v. The Bank of New 
York Mellon Corp. 2010 WL 2643307, (S.D.N.Y., June 25, 2010), and Joseph Oat 
Holdings, Inc. v. RCM Digesters, Inc., 2010 WL 5065037, (3rd Cir. December 13, 2010). 

• The Federal Trade Commission and Privacy: Defining Enforcement and Encouraging the 
Adoption of Best Practices, 48 San Diego L. Rev. 809 (2011). 

 
Studies: 

• The Demographics of Privacy—A Blueprint for Understanding Consumer Perceptions 
and Behavior, The Lares Institute, September 2011. 

• Data Breaches and the Phantom Damage Allegation, The Lares Institute, July 2011. 
• Social Media: Understanding User Patterns and Compliance Issues, The Lares Institute, 

June 2011. 
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Articles:  
• Understanding Google’s Recent Changes, The Lares Institute, February 2012. 
• New York Times Article on Cyber-Terror Highlights Risks and Opportunities for 

Businesses, The Lares Institute, February 2012. 
• NIST Issues Privacy and Security Guidelines for Cloud Computing, Privacy & Security 

Source, January 2012. 
• Questions Remain After European Commission Releases Much Anticipated Data 

Protection Regulation, Corporate Compliance Insights, January 2012. 
• EU Article 29 Working Party’s Complaints About the EASA/IAB Code, Corporate 

Compliance Insights, December 2011. 
• EU Offers New Challenges to U.S. Companies Regarding Data Privacy Compliance, 

Corporate Compliance Insights, November 2011. 
• EU Offers New Data Compliance Challenges to U.S. Companies, Corporate Compliance 

Insights, November 21, 2011. 
• FTC Announces Settlement With Facebook—Imposes New Express Consent 

Requirements for Certain Sharing of Information, Privacy & Security Source, November 
2011. 

• EU Court Rules ISPs Have no Content Filtering Obligations, Privacy & Security Source, 
November 2011. 

• Northern District Dismisses ECPA and Breach of Contract Claims for Data Transfer, 
Privacy & Security Source, November 2011. 

• EU Offers New Challenges to U.S. Companies, Privacy & Security Source, November 
2011. 

• APEC Issues Leaders’ Declaration, The Lares Institute Blog, November 16, 2011. 
• Mergers, Acquisitions and Buyer’s Liability in the Information Age, Andrew Serwin and 

Tyler Parramore, Executive Counsel, October/November 2011. 
• Compliance Best Practices in Information Security: An Analysis of Privacy-by-Design, 

co-author, Corporate Compliance Insights, September 2011. 
• California Updates Breach Law, Privacy & Security Source, September 2011. 
• Compliance Best Practices in Information Security: An Analysis of Privacy by Design, 

Corporate Compliance Insights, co-author, September 12, 2011. 
• Employee Email – When Does an Employee Have a Right to Object to a Subpoena?, 

Foley & Lardner’s Employment Law Update, September 6, 2011. 
• Recent FTC Forum on Children’s Identity Theft, co-author, Privacy & Security Source, 

July 2011. 
• New Geolocation Bill Introduced, Privacy & Security Source, June 2011. 
• Interview with Scott Shipman of eBay Regarding the Kerry-McCain Bill, Privacy & 

Security Source, April 2011. 
• Kerry-McCain Introduce Commercial Privacy Bill of Rights Act of 2011 to Senate, co-

author, Privacy & Security Source, April 2011. 
• Blog Post on the Google Consent, Privacy & Security Source, March 2011. 
• New Post on the Kerry Bill, Privacy & Security Source, March 2011. 
• Twitter Settlement with the FTC, co-author, Privacy & Security Source, March 2011. 
• Three New Federal Privacy Laws Proposed, co-author, Legal News Alert: Privacy, 

Security & Information Management, February 2011. 
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• Determining E-Mail Privilege From an  Employer’s Computer, Labor and Employment 
Law Weekly Update, February 2011. 

• OCR Assesses First Ever Penalty for Violation of the HIPAA Privacy Rule, Privacy & 
Security Source, February 2011. 

• New Ruling on Zip Codes and Credit Cards-Pineda v. Williams-Sonoma Stores, Privacy 
& Security Source, February 2011. 

• Determining E-Mail Privilege From an Employer’s Computer, Foley & Lardner’s 
Employment Law Update, February 25, 2011. 

• Understanding Proposed Models for Privacy, Privacy & Security Source, January 2011. 
• Employee E-Mails and the Attorney-Client Privilege-California’s Recent Foray into 

Privileged Waters, Privacy & Security Source, January 2011. 
• President Obama Signs the Restore Online Shoppers' Confidence Act, co-author, Legal 

News Alert: Privacy, Security & Information Management, January 2011. 
• Congress Passes Red Flag Program Clarification Act of 2010, Privacy & Security Source, 

December 2010. 
• Ninth Circuit Issues Decision on Article III Standing, Privacy & Security Source, 

December 2010. 
• FTC Issues Proposed Privacy Framework for Businesses and Policymakers, co-author, 

Privacy & Security Source, December 2010. 
• Commerce Department Issues Privacy Law Recommendations, co-author, Legal News 

Alert: Privacy, Security & Information Management, December 2010. 
• European Commission Identifies Potential Amendments of Data Directive, Privacy & 

Security Source, November 2010. 
• Anonymous Subpoenas and the Sony Standard, Privacy & Security Source, October 

2010. 
• ECPA Reform—Inconsistent Holdings on Social Media, Privacy & Security Source, 

October 2010. 
• The First Amendment and Privacy—Part 2, Privacy & Security Source, September 2010. 
• ECPA Reform and Video Privacy—An Overlooked Issue in the Debate, Privacy & 

Security Source, September 2010. 
• The First Amendment and Privacy, Privacy & Security Source, September 2010. 
• ECPA Reform—The Proposed Expansion of CALEA by the Obama Administration, 

Privacy & Security Source, September 2010. 
• ECPA Reform—An Overview of Issues to be Considered, Privacy & Security Source, 

September 2010. 
• Hannaford Litigation Ruling Finds Plaintiffs Cannot Prove Damages, Privacy & Security 

Source, September 2010. 
• New Seventh Circuit Wiretap Cases, Privacy & Security Source, September 2010. 
• New Washington Case on Online Gaming, Privacy & Security Source, September 2010. 
• Unauthorized Computer Access and the California Penal Code, Labor & Employment 

Law Perspectives, September 2010. 
• Privacy 3.0—A Reexamination of the Principle of Proportionality, BNA Privacy & 

Security Law Report, August 2010. 
• California’s Restrictions on Credit Card Receipts, Privacy & Security Source, August 

2010. 
• E-mail Presents Risks to Your Company, Privacy & Security Source, August 2010. 
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• New Hampshire-Use and Disclosure of Protected Health Information, Privacy & Security 
Source,  August 2010. 

• New FTC and OCR Consent Decree Against Rite Aid, Privacy & Security Source, July 
2010. 

• HHS Releases Proposed HITECH Rule, co-author, Legal News: Health Care, July 2010. 
• Quon v. Arch Wireless--A Partial Answer, San Diego Daily Transcript, June 22, 2010. 
• FTC Extends Enforcement Deadline for Red Flags Rule, co-author, Legal News Alert:  

Health Care, May 2010. 
• New Hampshire--Use and Disclosure of Protected Health Information;  Marketing;  

Fundraising, Advance HealthcarePOV, April 2010. 
• Massachusetts Data Security Regulations Amended Again: Employers, Retailers, and 

Vendors Likely Under Strict Controls, Advance HealthcarePOV, March 2010. 
• E-Mail Has Gone From Being an Obscure Form of Communication for a Web-Addicted 

Generation to the Predominant Form of Communication Among Business Professionals,  
Advance HealthcarePOV, February 2010. 

• California’s Restrictions on Credit Card Receipts, Advance HealthcarePOV, January 
2010. 

• Interim Final Rule Published by The Office of the National Coordinator for Health 
Information Technology, Department of Health and Human Services, Advance 
HealthcarePOV, December 2009. 

• The Supreme Court Accepts Review in Quon, Advance HealthcarePOV, December 2009. 
• Red Flags at Half Mast: FTC Delays Red Flags Deadline Again and Federal Court Sets 

Aside the FTC’s Enforcement Interpretation of the Controversial Red Flags Rule, 
Privacy, Security & Information Management Legal News Alert, November 2, 2009. 

• FACTA Red Flags Rules Take A Hit!, Consumer Financial Services Litigation Blog, 
November 1, 2009. 

• Privacy for Health Information Executives, Advance HealthcarePOV, October 2009. 
• Two-party Consent Laws, Advance HealthcarePOV, October 2009. 
• FTC Obtains Consent Orders Against Companies Claiming to be Safe Harbor Certified, 

co-author, Legal News:  Privacy, Security & Information Management, October 2009. 
• “U.S. v. Weaver”, e-commercelawreports, Andrew Serwin and Melinda Levitt, 

September 2009. 
• New Class Action Case Raises New Questions, e-commercelawreports, Volume 09, Issue 

03, Andrew Serwin and Debbie Nye, September 2009. 
• Credit Card Receipt Laws Present Challenges, Advance HealthcarePOV, September 

2009. 
• New Class-action Case Offers New Theories, Advance HealthcarePOV, September 2009. 
• “PRIVACY PLEASE”, Daily Journal, August 12, 2009. 
• HHS Issues Interim Final Rule Governing Security Breach Notification, co-author, Legal 

News: Health Care, August 2009. 
• New Data-security Laws, Advance HealthcarePOV, August 2009. 
• Red Flags: Keep Holding Your Breath, Advance HealthcarePOV, August 2009. 
• Genetic Testing, Part 2, Advance HealthcarePOV, July 2009. 
• New York Genetic Testing Laws, Advance HealthcarePOV, June 2009. 
• FTC Brings Case in Conjunction with Office of Civil Rights, Advance HealthcarePOV, 

June 2009. 
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• “What GINA Wants”, Biotechnology Healthcare, June 2009. 
• Restrictions on Genetic Testing in California, Advance HealthcarePOV, May 2009. 
• Privacy Litigation Part Two: Class-Action Privacy Tracker, Andrew Serwin and Michael 

Tuteur, May 2009. 
• Restrictions on Collection of Information with Credit Card Transactions, Advance 

HealthcarePOV, April 2009. 
• “Unresolved Questions: When Are Actual Damages Required in Stored Communications 

Act Cases?”, BNA’s Privacy & Security Law Report, Andrew Serwin with Daniel Kaplan 
and Eileen Ridley, April 13, 2009. 

• FTC Delays Enforcement of Red Flags Rule, co-author, Legal News: Privacy Security & 
Information Management, April 2009. 

• The Issue of Standing in Privacy Litigation, Advance HealthcarePOV, April 2009. 
• E-mail Case Ruling Allows Punitive Damages and Attorneys’ Fees, Advance 

HealthcarePOV, March 2009. 
• HIT Funding Under ARRA, Advance HealthcarePOV, March 2009. 
• Health Privacy and the Stimulus Bill, Advance HealthcarePOV, February 2009. 
• Health Care Providers not Exempt from 'Creditor' Rules, Advance HealthcarePOV, 

February 2009. 
• “Trends in employee privacy:  An overview of recent case law”, e-commercelawreports, 

January 2009. 
• The Patient Safety and Quality Improvement Act of 2005, Advance HealthcarePOV, 

January 2009. 
• “Privacy Litigation” Privacy Tracker, Andrew Serwin and William Yoon. December 

2008/January 2009. 
• Employee Privacy: Electronic Monitoring, dataprotectionlaw&policy, January 2009. 
• Implementing Interoperability, Advance HealthcarePOV, December 2008. 
• Protecting Your Company in Light of the Recent MySpace Verdict, Advance 

HealthcarePOV, December 2008.  
• California Adds New Requirements in Security Legislation, Advance HealthcarePOV, 

November 2008. 
• Red Flags Rules: Identity Theft Protections Now Extend to Health Care Providers, co-

author, G-2 Compliance Report, November 2008. 
• Medical Providers:  Are Your “Red Flags” Ready to Fly? co-author, Legal News Alert: 

Health Care, November 1, 2008. 
• New California Laws Increase Penalties for Privacy Breaches of Confidential Patient 

Data, co-author, Legal News Alert: Health Care, October 2008. 
• “New Connecticut Law Regarding Data Security/Destruction and Social Security 

Numbers”, Privacy, Security & Information Management Legal News Alert, September, 
2008. 

• “Check Your Employee Monitoring Policy Now: A Look at The Ninth Circuit’s Quon 
Decision”, Privacy & Security Law, July 7, 2008. 

• “Protecting the Privacy of Genetic Information”, Privacy & Data Security Law Journal, 
July 2008. 

• “Quon v. Arch Wireless Operating Co., Inc. — Check your Monitoring Policy Now”, 
Privacy, Security & Information Management Legal News Alert, June, 2008. 
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• “Genetic Privacy — Genetic Information Nondiscrimination Act of 2008”, Privacy, 
Security & Information Management Legal News Alert, May, 2008. 

•  “Secret Online Identity – Internet posters’ anonymity not always guaranteed”, by 
Andrew Serwin and Eileen Ridley, The Recorder, April 16, 2008. 

•  “BROADBAND SERVICE AND ANONYMOUS POSTERS: UNTANGLING THE 
COMPLEX WEB OF ANONYMITY”, Thomson-West’s Cyberspace Lawyer April, 
2008. 

• “New rules implemented designed to prevent identity theft”, The Daily Transcript, April 
1, 2008. 

• “Newsletter for Leaders in the Medical Device Industry”, Legal News:  Medical Devices, 
March 2008. 

• “Virginia Enacts Security Breach Law”, Information Technology and Outsourcing Legal 
News Alert, March 26, 2008. 

• “The Supreme Court Finds New Immunity for Medical Device Manufacturers” BNA’s 
Medical Device Law & Industry, March 26, 2008. 

• “California creates new standard for discovering the identity of anonymous internet 
posters”, The Daily Transcript, February 12, 2008. 

• “Think Before You Click. Email Mistakes Can Cost Your Company Money”, 
bizSanDiego, February 11, 2008. 

• “New FACT Act “Red Flag” Rules Place Additional Compliance Burden on 
Companies”, Information Technology and Outsourcing Legal News Alert, February 11, 
2008. 

• “California’s New Standard for Identifying Anonymous Internet Posters”, Information 
Technology and Outsourcing Legal News Alert, February 11, 2008. 

• “PRIVACY 3.0-THE PRINCIPLE OF PROPORTIONALITY-Part II”, Thomson-West’s 
Privacy and Information Law Report, February, 2008. 

• “California Law Strengthens Privacy Protections for Health Care Information”, Legal 
News Alert: Information Technology & Outsourcing, February 2008. 

• “Information Technology & Outsourcing February 2008 Updates”, Legal News Alert:  
Information Technology & Outsourcing, February 8, 2008. 

• “European Court of Justice Rules on ISP Disclosure of Subscriber Information”, Legal 
News Alert: Information Technology & Outsourcing, January 2008. 

• “PRIVACY 3.0-THE PRINCIPLE OF PROPORTIONALITY-Part I”, Thomson-West’s 
Privacy and Information Law Report, January, 2008. 

• “The FTC Offers Some Guidance, but Leaves Open Questions”, BNA’s Privacy and 
Security Law Reporter, January 2008. 

• “California Amends Notice of Security Breach Law to Include Medical and Health 
Insurance Information”, Legal News Alert Information Technology & Outsourcing, 
November 2007. 

• “Who is the Client? Confidentiality When Representing Organizations”, by Andrew 
Serwin and Jesica Pandika, GPSolo, an American Bar Association publication, 
July/August 2007. 

• “Case could signal shift in the law of electronic monitoring”, The Daily Transcript, July 
10, 2007. 
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• “ISPs and the Electronic Communications Privacy Act: A Defense Of the 
Constitutionality of the ECPA in Light of Warshak v. United States”, BNA’s Privacy and 
Security Law Reporter, July 2007. 

• “BINDING CORPORATE RULES--A VIABLE OPTION FOR YOUR COMPANY”, 
The Cyberspace Lawyer, June, 2007. 

• “Minnesota Is the First State to Impose New Liability for Security Breaches”, Legal 
News Alert Information Technology & Outsourcing, June 2007. 

• “Sixth Circuit Rules Disclosure Requirements of the ECPA Are Unconstitutional”, Legal 
News Alert Information Technology & Outsourcing, June 2007. 

• “Are New Federal Privacy and Security Laws In the Works for 2007?”, The Cyberspace 
Lawyer, February, 2007. 

• “Mind your digits:  FACT Act provisions now effective require truncated credit account 
numbers on all e-transactions”, Consumer Financial Services Law Report, February 7, 
2007.  

• “Pretexting: Federal and State Law”, Electronic Banking Law and Commerce Report, 
January/February, 2007. 

• “New Pretexting Laws, Enforcement Efforts Emerge at Federal, State Levels”, BNA 
Privacy and Security Law Report, January 29, 2007. 

• “The Battle Over Online Gambling”, The Cyberspace Lawyer, December, 2006. 
• “U.S. folds 'em: Government takes action to restrict online gaming”, The Daily 

Transcript, October 25, 2006. 
• “ECPA and you: the government’s quest to retain and monitor communications”, The 

Daily Transcript, June 6, 2006. 
• “FTC expands financial data security enforcement under the FTC Act”, Consumer 

Financial Services Law Report, May 3, 2006. 
• “Digital Copyright Issues and the Ubiquitous iPod”, International Technology Law 

Association, May 1, 2006. 
• “Into the Breach:  Compliance and Notification in Identity Theft Cases”, San Diego 

Lawyer Magazine, March/April 2006. 
• “Data Security, Protect Now or Pay Later”, Counsel to Counsel, March 2006. 
• “Confronting the Legal and Business Realities of Data Security”, Law.com, February 27, 

2006. 
• “Is UCL Fraud Now Akin to Common Law Fraud?  Reliance, Materiality and Causation 

After Proposition 64”, The Journal of the Antitrust and Unfair Competition Law Section 
of the State Bar of California, by Andrew Serwin and Russell Carlburg, May 4, 2005. 

• “Privacy Laws Target Data Usage for Direct Marketing”, Los Angeles Daily Journal, 
March 17, 2005. 

• “California Enacts Data Transfer and Security Restrictions”, Foley & Lardner LLP Law 
Watch, January 19, 2005. 

• “California’s New Restrictions on Data Transfer and Data Security”, Foley & Lardner 
LLP Law Update, January 4, 2005. 

• “Calif.'s Prop 64”, Class Actions Litigation Reporter and Telecommunications Litigation 
Reporter, December 13, 2004. 

• “California’s Prop 64 and the Web: What Your Company Must Know to Avoid 
Liability,” Computer and Online Industry Litigation Reporter, December 1, 2004. 
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• “Getting Past the Lawsuits and Governing,” The San Diego Union-Tribune,  
December 3, 2004. 

• “Passage of Proposition 64 Provides Some Relief,” Foley & Lardner LLP Law Watch, 
November 19, 2004. 

• “Strange days, indeed: Voters give politicos pause,” San Diego Daily Transcript, 
November 11, 2004. 

• “Disclosure becomes a concern when seeking venture funding,” San Diego Daily 
Transcript, October 24, 2004. 

• “Too many hurdles for Do-Not-Spam list,” San Diego Daily Transcript, July 27, 2004. 
• “A tangled web,” San Diego Daily Transcript, June 1, 2004. 
• “The First Step towards a National Standard,” Privacy Officers Advisor, April 2004. 
• “State Insurance Departments Given Authority to Enforce Anti-Spam Legislation,”  

Foley & Lardner LLP Insurance Law Update, December 2003. 
• Congress Enacts Anti-Spam Legislation,” Foley & Lardner LLP Law Watch,  

December 12, 2003. 
• “CAN-SPAM will trump most state e-mail laws,” San Diego Daily Transcript,  

December 9, 2003. 
• “Hold onto your SPAM,” San Diego Daily Transcript, December 2, 2003. 
• “Software makers should keep close tabs on insurance policies,” San Diego Daily 

Transcript, October 27, 2003. 
• “Identity Theft,” The Cyberspace Lawyer, 6 Cyberspace Law. 8, published by Glasser 

LegalWorks, September 2003. 
• "Complying with Data Security Code Presents Hurdles," San Diego Daily Transcript, 

July 2, 2003.  
• "California's New Code to Protect Your Identity," San Diego Daily Transcript, July 1, 

2003. 
• "Section of Copyright Act Addresses Networks, Email System Liability," San Diego 

Daily Transcript, May 5, 2003. 
• "Your Name One of the Few Assets Held By Bankrupt E-Companies," San Diego Daily 

Transcript, August 19, 2002. 
• "New Law Targets Corporate Officers and Accounting Firms," Los Angeles Daily 

Journal, August 6, 2002. 
• “A new hope: Digital technology will revolutionize Hollywood,” San Diego Daily 

Transcript, June 10, 2002. 
• “Employees should be informed when employers cybersnoop,” San Diego Daily 

Transcript, April 8, 2002. 
• “New Year’s Resolution, FTC to focus more on online privacy, enforcement in 2002,” 

San Diego Daily Transcript, December 17, 2001. 
• “Yahoo, French companies prevail over French law limiting Internet Speech,” San Diego 

Daily Transcript, November 12, 2001. 
• “Web commerce has yet to break the fear barrier,” San Diego Daily Transcript, 

November 5, 2001. 
• “Potent Weapon, Unfair-Competition Law Has Evolved into a Powerful Plaintiffs’ Tool,” 

Los Angeles Daily Journal, October 29, 2001. 
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• “New Haven, ‘Safe Harbor’ Program Helps Web Sites Comply With European 
Standards,” by Andrew Serwin and Michael McCloskey, Los Angeles Daily Journal, 
December 26, 2000. 

• “The Debate About Debates,” InPoltics.com, September 5, 2000. 
• “A&M Records v. Napster: When a Hard Drive Isn’t a Media Recording Device,” 

InPolitics.com, September, 2000. 
• “An Interview With Tom Campbell,” InPolitics.com, September, 2000. 
• “An End in Sight?,” InPolitics.com, August 18, 2000. 
• “Stream of Commerce,” by Andrew Serwin and Michael McCloskey, Los Angeles Daily 

Journal, July 25, 2000. 
 
Presentations: 
• The Facebook and Google FTC Settlements—Impact for Online Privacy, IAPP, February 

9, 2012. 
• Understanding Safe Harbor Compliance, January 2012. 
• “Understanding Emerging International Privacy Issues”, November 7, 2011. 
• An FTC Consent Decree: What It is, and What You Can Learn From the FTC’s 

Requirements, The Lares Institute Emerging Technology Conference, October 2011. 
• International Issues, Security Our E-City Symposium, October 2011. 
• Accelerating Cyber Warfare Capabilities with Private Sector Solutions, CONNECT, 

panelist, August 2011. 
• “Emerging Issues In Privacy:  An In-House Perspective”, Thomson-Reuters, July 2011. 
• “Understanding Privacy Enforcement and Litigation”, California Western School of Law, 

July 2011. 
• “Recent OCR Enforcement Actions in Health Information Security and Privacy”, ACC 

Webcast, June 2011. 
• “FTC Enforcement Trends”, IAPP Practical Privacy Series, June 2011. 
• “Breach Enforcement Trends”, IAPP Practical Privacy Series, June 2011. 
• “Emerging Issues in Social Media”, IAPP Practical Privacy Series, June 2011. 
• “Information Governance, a Framework for Privacy and Security Safeguards”, co-

presenter, June 2011. 
• “Loss, Harm and Damages:  Understanding Risk with IP and PII”, May 2011. 
• “Understanding the Risks and Rewards of Mergers and Acquisitions and How to Mitigate 

Your Company’s Risks”, ACC San Diego Chapter, April 2011. 
• “Emerging Trends in Privacy”, Foley's Privacy College, April 2011. 
• “Managing an FTC Consent Decree”, Foley’s Privacy College, March 2011. 
• “Understanding an Application Ecosystem”, Foley’s Privacy College, March 2011. 
• Developing an Executive Leadership Structure in the Enterprise to Promote Information 

Governance, co-presenter with Kenneth Mortensen, IAPP Global Privacy Summit, March 
2011. 

• “Responding to Joint FTC/OCR Investigations”, IAPP Global Privacy Summit Health 
Preconference, March 2011. 

• “How to Get the Most Out of Cloud Computing”, March 2011. 
• “Emerging Issues in Privacy”, March 2011. 
• “Understanding an Application Ecosystem”, February 2011. 
• “Understanding Emerging Privacy and Security Issues”, February 2011. 
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• “Managing an FTC Consent Decree”, MPC, February 2011. 
• “Emerging Trends 2011”, January 2011. 
• “An Introduction to Privacy:  Understanding Social Media”, Foley’s Privacy College, 

November 2010. 
• “Electronic Monitoring and Quon v. Arch Wireless”, DRI, November 5, 2010. 
• “Social Media/Use and/or Impact of Social Media Legal Liabilities & HIPAA 

Compliance in HealthCare”, October 2010. 
• “Social Media and Emerging Trends”, October 2010. 
• “IAPP Privacy Academy 2010”, IAPP Baltimore, October 2010. 
• “An Update on Privacy Trends”, October 2010. 
• “An Update on Emerging Privacy Issues”, October 12, 2010. 
• “An Update on Privacy Trends”, CCS Medical Presentation, October 4, 2010. 
• The Computer Fraud and Abuse Act and Digital Civil Disobedience:  What’s “in”? 

What’s a Sin?, Los Angeles County Bar Association, UCLA Moore Hall, September 23, 
2010. 

• “An Update on Privacy Trends”, June 2010. 
• “Electronic Health Records and HIPAA”, BCBS Lawyers’ Conference, Moderator, May 

2010. 
•  “Gramm-Leach-Bliley: 10 Years Later”, IAPP Global Privacy Summit 2010 April 19-

21, 2010. 
• “Electronic Health Records: The Challenge of Interoperability, Privacy and Security”, 

April 2010. 
• “Emerging Trends in Privacy”, April 2010. 
• “Electronic Health Records: Advancement or Burden”, Foley-West Privacy and Security 

Presentation, April 28, 2010. 
• “Emerging Issues in Data Privacy, A Conversation with Foley & Lardner’s Andy 

Serwin”, IP Law Careers, panelist, University of San Diego, March 2010. 
• “An Update on Privacy Trends”, ARDA Privacy Regulation Meeting, March 2010. 
• “Emerging Trends in Privacy and Data Security”, Intercare Presentation, December 3, 

2009. 
• “Playing it straight – Ethical and Legal Considerations”, Panelist, San Diego Social 

Media Symposium, October 23, 2009. 
• “Data Protection and Privacy: A Conversation with Foley & Lardner’s Andrew Serwin”, 

General Counsel Roundtable, September 30, 2009. 
• “Squatters, Tweets, Spies, and Critics -- Strategies for Battling Current and Emerging 

Cyber-Threats to Your IP”, Moderator and presenter, Foley & Lardner Internet 
Generation Series, September 23, 2009. 

• “Emerging Issues in Cloud Computing”, Compuware, September 17, 2009. 
• “Electronic Health Records”, The State Bar of California Annual Meeting, Presenter, 

September 11, 2009. 
• “Compliance With the Red Flags Rules”, Timely Insight: Foley & Lardner LLP, August 

27, 2009. 
• “HITECH: Complying with the New Security Breach Notification Regulations”, 

Presenter, ACI, August 26, 2009. 
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• “PRIVACY IN THE WEB 2.0 ENVIRONMENT: SOCIAL NETWORKING, 
BLOGGING AND BEHAVIORAL TARGETING”, Moderator and presenter, Practising 
Law Institute Tenth Annual Institute on Privacy and Data Security, July 21, 2009. 

• “The Evolving World of Reasonable Security”, Presenter, IAPP Audio Conference, July 
16, 2009. 

• “Protection of Sensitive Data”, Presenter, AGA/EEI Accounting Leadership and Chief 
Audit Executive Conference, June 23, 2009. 

• “New Federal & State Privacy Laws and Regulations” & “Assessment of Practical 
Impact of Changes”, Presenter, VHA Compliance & Audit Council Cyber and Network 
Privacy Risk Summit, June 18, 2009. 

• “Will There Ever Be a Federal Breach Notice Law?”, Presenter, International Association 
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• Information Privacy and Data Security Summit 2006, Program Chair and presenter, West 

Legalworks, November 2, 2006.  Presentations by Mr. Serwin included: Pretexting and 
Data Broker Issues/Wire Monitoring; Spyware; Internet privacy; The Changing Role of 
Representations in FTC Actions; and Security Breaches: Notice Statutes and Other 
Issues. 
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